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1. 	 Preface

The LANtools are a comprehensive set of free management & monitoring tools for a 

detailed configuration and monitoring of LANCOM devices.

This document describes the innovations within LANtools version 10.94 Rel, as well 

as the improvements since the previous version.

Note
LANCOM LANtools supports the Microsoft operating systems Windows 10, Windows 

11, Windows Server 2016, Windows Server 2019, Windows Server 2022, and 

Windows Server 2025. 

For Windows Vista and Windows 2008 Server you will find user data under \Users\

USER\AppData\Roaming\LANCOM\ and the application files under \ProgramData\

LANCOM\.

When upgrading to LANtools 8.50 or newer, all existing user- and application data is 

moved to the corresponding folders. 
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2. 	New features, improvements, and history

LANconfig 10.94.0031 Rel / LANmonitor 10.94.0011 Rel

Bug fixes

LANconfig
	→ When creating a new profile for the Advanced VPN Client using the setup 

wizard ‘Set up dial-up access (RAS, VPN)’ in LANconfig, the subnet mask was 

set to 0.0.0.0 in a new IPv4 pool instead of leaving it blank.

	→ The ‘Set up Internet access’ wizard in LANconfig incorrectly activated the 

DHCPv4 client when creating a DS-Lite connection.
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LANconfig 10.94.0024 RC2 / LANmonitor 10.94.0007 RC2

Bug fixes

LANconfig
	→ On LANCOM devices with firmware lower than LCOS 10.50, reading the 

configuration via HTTPS failed.

	→ In the ‘Interfaces / LAN / 802.1X Authenticator for ETH Ports’ dialog, the option 

to reference an existing RADIUS server was missing.

	→ After activating the LANCOM Security Essentials Option, no corresponding 

action objects were created in the IPv4 firewall.

	→ When the ‘Enforce device password policy’ option was enabled, it was not 

possible to create user accounts for additional administrators.	

The user accounts of existing administrators could no longer be edited.

	→ In the WireGuard peer configuration, it was not possible to enter a hyphen in 

the ‘Endpoint’ field.

	→ The port speed ‘10 Mbps half duplex’ could not be set in the Ethernet port 

configuration.
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LANconfig 10.94.0015 RC1 / LANmonitor 10.94.0005 RC1

New features

LANconfig / LANmonitor
	→ Support for LCOS 10.94
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3. 	Important advice

Disclaimer
LANCOM Systems GmbH does not take any guarantee and liability for software not 

developed, manufactured or distributed by LANCOM Systems GmbH, especially not 

for shareware and other extraneous software.
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